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CYBER BULLYING
Difference between Bullying and Cyber Bullying
	Traditionally bullying consists of a person or a group of people who would pick on an individual who (is) considered weak or vulnerable over a considerable amount of time. The bully or bullies would call the victims names, shove, kick, trip, spit, knock books out their hands, make threats, fistfight, bad mouth, spread malicious rumors, hang up phone, leave threatening messages, gossip, and exclude them from social activities with their peers. (McQuade,III, Colt, Meyer p.3)
	Cyber bullying, according to Patchin & Sameer Hinduh (2012) is defined as bullying through e-mail, instant messaging, in a chat room, on a Website, through digital messages or images over a cellular phone. Cyber bullying arises when a person uses informational technology to embarrass, harass, intimidate, threaten, or otherwise cause harm to an individual.
	For example, teenagers can send text messages on their mobile phones that are harmful messages and rumor to the victims, but (also) forward to friends. There are cyber bullies who create web pages and profiles on social networking sites such as My Space or Facebook impersonating or teasing others to embarrass them among their friends or classmates. There are some teens that take pictures in private places such as the bedroom or bathroom and posted them on the Internet for distribution purposes and embarrassment reasons. Cyber bullies are also known to video tape their peers in uncompromising positions and post the video on the internet for the world to see, tag, or make comments. It’s common for cyber bullies to use the internet to reach out to many with the intention to do harm or to embarrass their victims. It has been reported that victims of cyber bullying are too embarrass to attend school.

Demographic of cyber bullying
Over the years children and adolescents have grown accustomed to using technology at an alarming rate. The Pew Internet & American Life Project report indicated that 21 million adolescent (87%) between the ages of twelve and seventeen spend time online. Over half the teens has access to the internet each day, almost 45 percent had their own cell phone and thirty-three percent communicate through instant messaging. (Kowalski,Limber, Agatston, 2008.)
Tanya Beran and Qing Li conducted a study entitled, “Cyber-Harassment: A Study of a New Method for an Old Behavior. The study primarily focused on the experiences of adolescent and the affects of cyber bullying through various forms of technologies. Li’s studied one hundred and seventy-seven students in grade seven of an urban city. The statistics revealed over twenty-five of the students had been cyber bullied and almost fifteen percent had cyber bullied others. (Walker, Rajan, and Keohn 2001).
Walker, Rajan, and Keohn conducted an exploratory study of cyber bullying with undergraduate university students. A survey with twenty-seven items was completed by twelve undergraduate students ages nineteen to twenty-two. Upon completion of the surveys, the participants discussed the content of the survey which information was utilized to develop a final twenty-seven item survey. The survey contained demographic questions to determine gender age, living arrangements, ethnicity, school grade average and hours of technology used per day. Data was analyzed by one hundred and twenty students, seventy females and fifty males ranging from age eighteen to twenty-four. The ethnic breakdown consisted of two percent Asian, two percent Hispanic, seven percent Black, one percent Indian, eighty-five percent White and three percent other. Living arrangements consist of sixteen percent lived at home with parents/guardians, fifty-percent lived in campus housing and thirty-one percent lived off campus but not at home. The use of technology was also taken into consideration. Fifty-five of the participants used technology more than four hours daily. As a result, fifty-four percent of all the participants indicated knowing someone who was cyber bullied. (Walker, Rajan, and Keohn 2001).
Behavior Traits
	A case study conducted by Shu Ching Yang focused on the correlation on “Paths to Bullying in Online Gaming” The Effects of Gender, Preference for Playing Violent Games, Hostility, and Aggressive Behavior on Bullying. Today, the Internet is a major platform where adolescents communicate through online games. Online gaming provides adolescents with early socialization skills but also interpersonal and emotional skills. Many teenagers play violent games and which could lead to aggressive behaviors when handling real life situations. Teenagers also have a tendency to display feelings of animosity and decreasing levels of empathy. As a result of the study, there is a collation between aggressive behaviors, hostility, cyber bullying, and VG(SPELL OUT) game systems. (Yang, 2012)
	Cyber bulling was found to be correlated with lower self-esteem. Significantly lower levels of self-esteem were associated with both the victim and the offender. Teachers have
recognized that adolescent with low self-esteem problems overall academic achievement is affected, along with high absenteeism, poor health, criminal behavior and other problematic consequences. (Patchin and Hinduja, 2010).
Legal Issues
	Cyber bullying is a major problem among youth and in the educational environment. Cyber bullying is a problem affecting youth and how they relate with their peers. Cyber bullying brings on negative emotions such as sadness, frustrations, embarrassment, anger and fear. Victims of cyber bullying display low self esteem, become addicted to drugs, display violent behavior or have suicidal tendencies. Cyber bullying is a fairly new and there are not many laws in place to address the issue. It’s a school district responsibility to make sure schools are a safe haven for students and conducive to learning. Schools districts are often given the challenging task of addressing problematic online behaviors committed by students while simultaneously protecting themselves from civil liability by not overstepping their authority (Hinduja, Patchin 2010).  Educators are skeptical in handling cyber bullying cases in fear of over stepping their legal authority. Law enforcement officials are only handling cyber bullying cases when explicit violations of criminal laws are involved (e.g, harassment, stalking, and felonious assault). 
The following are cyber bullying cases that drew media attention, In Dandenne Prairie, Montana, Megan Meier was a thirteen year old who suffered from depression. She met a friend on My Space who abruptly befriended her. After they became cyber friends, suddenly she started received messages with vulgar. She notified her mother of the obscene and vulgar messages. Afterward Megan’s mother was upset to find her daughter also replied with vulgar messages. Megan was so distraught she committed suicide not knowing the friend, she thought was named Josh, never existed. A federal grand jury charged Lori Drew with criminally accessing My Space and violating rules established to protect young children. Tyler Clementi, a freshman at Rutgers University in New Jersey committed suicide because his dorm mate recorded him having a gay encounter and posted it on the Internet. The county prosecutor’s office charge Dharun Ravi and Molly Wei with invasion of privacy. There are many controversies surrounding whether the bully should face criminal charges if a person who is cyber bullied commits suicide. (Gale Opposing Viewpoints in Context)
The death of Tyler Clementi prompted New Jersey Governor Christie to signed one of the toughest anti-bullying laws in the country. The law requires public school teachers, administrators and other school employees to receive training to spot bullying. School districts are required to organize a “school safety team” to review bullying complaints and come up with strategies to rectify the problems. (www.nj.com)
The Federal Trade Commission announced the revision of the Children’s Online Privacy Protection (COPPA) which gives parental rights over their children personal information on the internet. Under this ruling, any online service that has direct or indirect information from children under the age of thirteen would have to get permission from the parent before collecting from children any information. (Federal Trade Union 2013).
Prevention and Intervention Strategies
	Teachers are required to educate the school community about responsible use of the internet. Students should be aware of the various types of bullying especially cyber bulling and know there are consequences if one harasses or threatens an individual. The rules should be reinforced, especially in computers are utilizes and rules should be posted throughout the room.
School personnel should be familiar with their harassment and bullying policies and the language whether cyber bullying occurs on school grounds or at home. 
	School officials have a tendency to avoid handing cyber bullying situations that occur away from campus. Avoiding the situation could lead up to the problem escalating and putting victims at high risk. If school officials are aware that cyber bullying is taking place, they must contact the parents and discipline the student for causing disruption of the learning environment of the school. The school district should also employ health professionals who can teach victims of cyber bullying to not take it to heart. Instead inform them to log off the computer and not respond to offensive comments. (Patchin and Hinduja, 2010).
	Some schools have implemented programs to assist students with low self-esteem. These programs focus on teaching the students to feel good about themselves and give them a sense of self worth. Peer group sessions teach the students to support and have compassion for one another. According to Patchin and Hinduja, 2010 peer support tends to promote a protective network where students are willing to help each other out which is important in the fragile developmental stage where peer perceptions often dictate self-worth to a large degree. 
	A common practice when cyber bullying situations arise, the teacher will send the students to the school counselors. The school counselors usually offer brief solution-focused counseling to the bully and the victim. The counselor will meet with the bully and victim on two separate occasions the first one being an informal discussion. The counselor focuses on asking questions of the client to provide detailed descriptions of times when bullying is not present. Next the counselor will ask the so-called miracle question to the client and reflect on how positive changes can affect their lives and relationships with others. The school counselor should complement the students for having the will to make positive changes in their lives. The counselor should bring forth solutions generated from the client’s conversations. At the end of the session, some counselors like to end with a written note that includes a positive affirmation of what the client has already accomplished and anticipates that the client will continue to make changes and sound decisions when situations arises. 
	In summary, cyber bullying can have long lasting effect on its victims and could lead to suicide. Cyber bulling needs to be addressed not only from the local level but also from Congress that has the powers to pass strict laws as a deterrent. If parents and school districts work cohesively on the issue, hopefully the numbers of cyber bullying cases will decrease and the bullies will receive the proper assistance needed. 
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